
A TNS Company

Web Access 
Control Manager  

Web Access Control Manager (WACM) provides firms with the 
capability to control individual access to authorized 
web-delivered market data services, single bank portals and 
internal portals. WACM delivers security and transparency into 
usage patterns of services across the enterprise. 

WACM integrates with Active Directory, and typical security 
databases such as SAML and Sailpoint, managing user id and 
passwords in one location. 

WACM has a complete audit trail of all login and usage details 
allowing clients to create more accurate billing, ensure 
compliance with license limitations, and reduce costs from 
non-usage. In addition, there is built-in automation which sends 
email alerts to business analyst teams directly identifying quick 
cost saving opportunities such as low usage or unused services. 

WACM is deployed either on premise, in the client cloud or 
through West Highland, a TNS company's, cloud/as a service 
and features: 

Single sign-on solution

This is achieved by connecting to the customer's Active 
Directory and using the same login credentials, with support for 
two-factor authentication. 

Usage tracking for cost savings

Firms rely on vendors to track and report portal/website usage, 
but these reports are not designed to control or reduce costs. 
WACM tracks every log-in to highlight when and how often a 
user logs into the services as well as what the service is being 
used for. 

Completely and securely control and manage 



To learn more about TNS Financial Markets 
solutions, contact a sales executive.


